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Purchasing

To purchase the Mac OS X client, navigate your web browser to http://www.apani.com/vpnclients.html and

follow the links to pay for and download the software.

Installing

To install the software:

* Extract the file that was downloaded during the purchasing process.

* Open the cve_mac-3.1.1 folder that was extracted above and then open the MacOS X folder.

* Double-click the Nleac.dmg file to mount the disk image on the desktop.

* Open the Netlock EAC disk image icon on the desktop.

* Double-click the Nleac.pkg file to begin the installation process, as shown below:

‘@60

Install Netlock VPN Client for Contivity

Welcome to the Netlock VPN Client for Contivity Installer

© Dqtrnductinn
® Redd Me

] Liceﬁae
@ Select BDestination
@ Installation Type

@ Installing

@ Finish Up

Apani

[ooay mrrRBhEY
oy -a.'-’-‘i@

NQRTEL

Contivity VPN Client

Copyright 2004

All Rights Reserved
Apani Networks
www.apani.com

Contains 55H [FSec technology

55H is a registered trademark of
55H Commumications Security Lid.

wanar ssih i

_

Go Back ; If. Continue ﬂ‘J

* Follow the prompts in the Installer until the software has been completely installed.

* After installing, you will be prompted to restart your computer.



Configuring

To access the VPN client, open your web browser and enter http://127.0.0.1:9161/ as the address. The first
time you run the client, you will see the screen shown below:
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Fill in the form as shown below:
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Click the Next button to continue configuring the client.



Select User Name and Password Authentication as shown below:
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Click the Next button and enter the User ID that KETS assigned to you, like the example shown below:
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(NOTE: If you are configuring the VPN client on a machine from which more than one person will connect,
check the Prompt: checkbox so the software will ask for both a username and password each time you run it.)

Click the Finish button to complete the configuration process.



Connecting

Once you have configured the VPN client, you will be taken to the Connection page whenever you navigate to
http://127.0.0.1:9161/, as shown below:
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To establish the connection, enter your password and then click the Connect button.



Once the connection has been established, you will see the page shown below:
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When you are ready to disconnect from the KETS network, simply return to http://127.0.0.1:9161/ in your web
browser and click the Disconnect button.



